ABTOD cert-manager AOCTaTO4HYHO WYCTPO BbINYCKAET HOBbIE BEPCUN N OHEHDb noounT

BHOCUTb UBAMEHEHUA B Npouenypy yCtaHOBKKM CBOETO NMPOAYKTAa.

K cyacTtbto, OH HakoHeu-TO caenan tutorial, B KOTOpOM onucan npouenypy yCTaHOBKU -
Ha4YMHasa YCTaHOBKOW C NOMOLL b0 MaHudecToB unm Helm, 1 3akaH4nBas
pa3BopayMBaHMEM TECTOBOIO NPUNOXeHUa U co3gaHmem ingress. W 4to camoe LeHHoe -

nogaepxXmeaet €ro B aktyaJibHOM COCTOAHUN.

Tak 410, Korga byaete yctaHaBnmBaTtbh cert-manager Ha cBon 60eBOW KnacTtep, cxoauTe
MO CChISNIKE U 03HAKOMbLTECH C aKkTyanbHOW nHpopmauymen. A cenyac bygem ctaBuTb

cert-manager B y4eOHbI Knactep No cneayrowen MHCTPYKLUNA:

YctaHasnuBaem CRD ot cert-manager, helm-peno3ntopun ot aBTopa cert-manager v

cam chart

kubectl apply --validate=false -f
https://raw.githubusercontent.com/jetstack/cert-manager/release-0.12/deploy/manif
ests/00-crds.yaml

kubectl create namespace cert-manager
helm repo add jetstack https://charts.jetstack.io
helm repo update

helm install cert-manager \
--namespace cert-manager \
--version v0.12.0 \
--set ingressShim.defaultIssuerName=letsencrypt \
--set ingressShim.defaultIssuerKind=ClusterIssuer \
jetstack/cert-manager

[1lpoBepsiem, 4TO BCce pod'bl 3anyCTUNUCL. Y BCEX A0MKEH ObITb cTaTtyc Running. Pod c

webhook B Bepcuun 0.12 y MeHa nogHMMancs OKoso ABYX C NOMOBUHOW MUHYT, MOTOMY

YTO OH XO4ET CMOHTUNPOBATb CEKPET C CEDTH(IDMI{E?ITOM cert-manager-webhook-tls, a 3TOT
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cepTuukaT co3gaeTcsa He o4eHb ObICTPO.




kubectl -n cert-manager get pod
TEI'Ipr MO>XHO CO34dTb TeCTOBblE PECYPCbhI U NPOBEPUTDE, KaK BbINMNCbIBAKOTCH

CepTMqDHI{aTbI. ,D,J'IFI 3T10IO I'IEDEFI,EI,EM B KaTtasior C MmarepuvasamMmmn npaktmkKkm

8.cert-manager

cd ~
git clone git@gitlab.slurm.io:edu/slurm.git
cd ~/slurm/practice/8.cert-manager/

[MpoBepsem paboTy cert-manager, BbiMyCTUB camMonoanucaHHbii cepTudumkar:

kubectl apply -f test-resources.yaml

[Tocne npumeHeHna maHndecTa OomKeH NnosaBuTbca pecypc tuna certificate ¢ umeHem

selfsigned-cert. [locmMoTpuM ero onncaHme n MaHUMEecCT:

kubectl -n cert-manager-test describe certificate selfsigned-cert

kubectl -n cert-manager-test get certificate selfsigned-cert -o yaml
B EventscepTudukare gomKHO ObiTb HAanNUcaHo Certificate issued successfully, a B

MaHU@ecTe, B None:status.message Certificate is up to date and has not expired

A cobCcTBEHHO coaepXMmMoe CEKPETHOINO KIK4a U CEDTMCIJMKE?ITB NexunT B CEKpeTe

selfsigned-cert-tls

kubectl -n cert-manager-test describe secret selfsighed-cert-tls

kubectl -n cert-manager-test get secret selfsigned-cert-tls -o yaml

N HakoHeu, NMnOCMOTPUM Ha CYLLHOCTDb Issuer, cornacHo I{OTO[JOI:‘I N ObIn BblMYLLEH

cepTudukar

kubectl -n cert-manager-test get issuer -o yaml

Kak BUOHO 13 Nnons spec MEIHMCIDECTEI - JaHHbIN Issuer YKa3blBadeT cer’t-manager

co3gaBaThb selfsigned cepTtudumkar.

Yoansaem TeCTOBbIN namespace, 1 rnocrie atoro npoaoIixKmm



kubectl delete ns cert-manager-test

[1nsa Bbinycka ceptudgukatoB oT Let's Encrypt Hago cosnaTtbh cywHocTb Clusterlssuer, B
koTopon ykasaTtb url ACME cepsepa, e-mail n cekpet. B Hém ByaeT xpaHuTbCs

MHopmMaLma ans asTopusaunm B letsencrypt.

[nsa y4ebHbIX Lene npuMmeHssieM MaHMdECT, B KOTOPOM YyKa3saH url oT TectoBoro stage

ACME cepBepa

kubectl apply -f clusterissuer-stage.yaml

B dbanne clusterissuer.yaml HaxoguTcsa Issuer, KOTOPbIK BbINUCLIBAET paboyne
ceptudoukaTtbl OT lestencrypt, Bbl MOXXETE UCNONb30BaTh €ro B CBOMX KnacTtepax, TONbKo
He 3abyabTe NnoMeHATb e-mail B MaHudecTe. Ha yyebHOM Knactepe 3aToT MaHudecT

NMPUMMEHATb HE HAOO0, NOTOMY YHTO JIMMWUTDBI OT Ietsencrypt AO0CTaTO4HO XeCTKHNe.

Ncnpasnsaem nonsa host B MaHudgecTte tls-ingress.yaml (yKaXXuTe Bawl HOMeEP

CTyAEeHTa B ABYX MECTEIX) “ NPpMMeHnmM ero.

kubectl apply -f tls-ingress.yaml -n default

[1lpoBepsemM co3gaHHbIM CePTUMPUKAT U CEKPETDI

kubectl get certificate my-tls -0 yaml

kubectl get secret my-tls -o yaml
Yboegumces, uto ceptudmkat nognucaH stage CA ot letsencrypt

curl https://my.sXXXXXX.edu.slurm.io -k -v

* Server certificate:

t subject: CN=my.sXXXXXX.edu.slurm.io

= start date: Jun 17 14:20:23 2019 GMT
+ expire date: Sep 15 14:20:23 2019 GMT
2 common name: my.sXXXXXX.slurm.io

= issuer: CN=Fake LE Intermediate X1



B none issuer gormkHo obiTb HanncaHo CN=Fake LE Intermediate X1. Koa otseta 503

B HAWEM CJiyHae - 3TO HOPpMaJibHO.

Ecnu Bce NnoNnyynnocCb, yaalidem BCE, YTO co3Janu B rpouecce rnpaktTn4eCKnx 3aHATUN:

helm uninstall cert-manager -n cert-manager

kubectl delete ingress my-ingress-nginx

PS: 31a cTpaHuua nepunognyeckn obHoBNsAeTCs, YTOObI OCTaBaTbLCA aKTyarlbHOWN U
pacckasbiBaTb 00 ycTaHOBKe caMol cBexel Bepcun cert-manager. Ho nepen
obHOBNeHMeM cert-manager B CBOEM Knactepe obsi3aTenbHo YuTtanTe AoKyMeHTaums o
TOM, YTO NMOMEHSASIOCH M Kakum obpasom nposecTtn obHoBneHue. B Bepcun 0.11 Obino

KaKk MMUHUMYM TP MUBMEHEHWUA, JTTOMaLWKWE oﬁpaTHym COBMECTUMOCTDb.

e K3meHunaco apiVersion CRD pecypcoB cert-manager;
nomeHsancsa gopmat maHudgectoB Issuer n Cluster Issuer;
NOMeHsnocb HasBaHMe annotation (4nsa ingress ¢ yctapesLllen aHHoTaUunen
cepTudmkaTbl He ByayT co3gaBaTbCs, HO eCcnn cepTuduKaT yKe BbinnucaH, To OH
NPOAOIMKNT ODHOBNATLCS).
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